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USE A SECURE PASSWORD 
Protect your business page password. Your password should be hard  
to guess, we recommend using a line of poetry or a password in a  
foreign language because it’s harder for scammers to guess.

USE DIFFERENT PASSWORDS
Use a different password for each social media business page you  
have. This way if your password is ever compromised on one channel, 
your other profiles will be safe.

ADD EXTRA SECURITY
You can get alerts about unrecognized logins, set up two-factor 
authentication and choose certain friends to be “trusted contacts.”
All of this can be easily done in your profile’s security settings.

BEWARE OF SCAMMERS 
Don’t accept friend requests from people you don’t know or haven’t  
spoken with. Scammers create fake accounts to try and friend people. 
They may have malicious intentions.

HOW TO KEEP YOUR 
SOCIAL MEDIA 
ACCOUNTS SECURE

http://www.asmwaypoint.com

